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Procédures de gestion de cookies 
Mise à jour : 22/07/2024  

Ce document reprend les procédures de gestion des cookies pour la 
plupart des navigateurs actuels. 

Les procédures peuvent être partiellement différentes si vous utilisez un 
PC, une tablette ou un smartphone. 

Les explications ci-dessous ont été réalisées au départ d’un PC. 

De plus, des mises à jour peuvent intervenir au départ des propriétaires 
de ces navigateurs sans que nous en soyons prévenu. 

Nous veillerons quand même à vérifier que le document reste le mieux 
possible à jour. 

FIREFOX 
Dans l’écran de base de Firefox, cliquez sur l’icône dans le coin 
supérieur droit de l’écran  Open application menu. 

Cette action vous permet d’accéder à un nouvel écran. 
Sur cet écran vous sélectionnez « Settings » 
 
Ensuite vous sélectionnez “Privacy & Security” 
Ce choix vous donne accès à un ensemble d’éléments que vous pouvez 
adapter d’après vos désidératas.  
Entre autres, vous pouvez accéder aux éléments « Cookies and Site 
Data » qui vous donne la possibilité de gérer des actions de gestion ou 
d’effacement d’éléments. 
 
Si vous sélectionnez “Clear Data”, vous accédez à un écran qui vous  
permet de sélectionner ou désélectionner soit les cookies et données 
des sites, soit le contenu caché du Web concernant les images et les 
données. 
Si vous choisissez « Clear » ces données sont effacées de votre 
système. 
 
Si vous sélectionnez « Manage Data », l’écran « Manage Cookies and 
Site Data » vous présente les cookies enregistrés par site. 
Vous avez la possibilité de sélectionner un site et utiliser la fonction 
« Remove Selected » afin d’effacer uniquement les cookies du site 
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concerné, ou d’effacer l’ensemble des cookies par la fonction « Remove 
All » 
Par cette action, le système vous demande de sauvegarder votre action, 
via la fonction « Save Changes ». 
Cette action vous présente un nouvel écran « Clear all cookies and site 
data »vous demandant de confirmer votre choix 
 
Vous sélectionnez « Clear Now » et les éléments (cookies et data) sont 
maintenant effacé de votre système. 
 
Si vous sélectionnez “Manage Exceptions” vous accédez à l’écran 
d’exceptions qui vous permet d’encoder l’adresse du site web pour 
lesquels vous décidez d’autoriser en permanence, d’autoriser pour la 
session ou de bloquer l’utilisation de données ou de cookies sur votre 
système. 
Plusieurs sites peuvent être encodé et vous pouvez par la suite 
sélectionner un site de la liste que vous souhaitez retirer ou l’ensemble 
des sites présents dans votre liste. 
 
Par cette action, le système vous demande de sauvegarder votre action, 
via la fonction « Save Changes ». 
Cette action vous présente un nouvel écran vous demandant de 
confirmer votre choix 
 
Vous sélectionnez « Clear Now » et les éléments (cookies et data) du 
site sélectionné ou de l’ensemble des sites présents dans votre liste 
sont maintenant effacé de votre système. 
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Google Chrome 
Sélectionnez l’icône dans le coin supérieur droit de votre écran,  
« Customize and control Google Chrome » afin d’accéder à la page des 
différentes fonctions. 

Sélectionnez « Settings » 

Dans le menu Settings vous sélectionnez « Privacy and Security » 

Vous accédez à un écran qui vous permet d’effacer les cookies et autres 
données enregistrées, de gérer les cookies et les données stockées 
d’après votre historique de navigation  

« Clear browsing data » 

Cette option vous permet d’effacer de façon basic l’historique, les 
cookies et les fichiers cachés de votre système. 

Une autre possibilité est de le faire de façon avancée. 

Cela permet de sélectionner ce que vous souhaitez effacer de votre 
système. Vous pouvez également définir la période pour laquelle vous 
souhaitez prendre une action. 

Après l’action « Clear data », vous constaterez que pour les éléments 
sélectionnés, les données sont effacées de votre système. 

En sélectionnant « Cookies and other site data » vous accédez à un 
écran qui vous permet de gérer les paramètres généraux de votre 
système.  

Vous pouvez, par exemple, définir que lorsque vous quitter l’ensemble 
des pages de Google Chrome, les cookies et les données de site sont 
automatiquement effacés (activez la fonction « Clear cookies and site 
data when you close all windows ») 

Si vous utilisez la fonction « See all cookies and site data » , vous avez 
la possibilité de supprimer l’ensemble des cookies et données 
enregistrées sur votre système 

Vous pouvez également consulter les “cookies” enregistrés en utilisant 
la flèche vers la droite. 

Au départ de cette flèche, vous pouvez également supprimer l’ensemble 
des cookies enregistrés et provenant du site présenté en utilisant la 
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fonction « Remove All » qui supprime les cookies uniquement du site 
présenté. 

Si vous utilisez l’icône « poubelle  Remove » au départ de l’écran 
général (sans passer par la flèche à droite, vous supprimez tous les 
cookies de l’ensemble des sites que vous avez consulté. 

Il vous est également possible d’enregistrer des sites pour lesquels vous 
prenez, par défaut, des décisions concernant les cookies. 

Voir « Customized behaviors ».
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Brave 

Utilisez l’icône « Customize and Control Brave », coin supérieur droit de 
l’écran, pour accéder aux paramètres du navigateur. 

Choisissez l’icône “Settings”. 

Sélectionnez “Privacy and security” pour accéder à un ensemble 
d’éléments de sécurité que vous pouvez définir pour votre système. 

Nous restons, dans le présent document, focalisé sur les cookies et les 
données transférées par les sites que vous consulté, et pour lesquelles 
vous souhaitez prendre action. 

En sélectionnant la fonction « Clear browsing data » vous accédez à un 
écran qui vous permet de supprimer votre historique de navigation, les 
cookies et données des sites ainsi que les fichiers et images. 

Cet écran vous permet aussi de sélectionner la période “Time range” 
pour laquelle vous prenez une action ; vous pouvez également 
sélectionner ou pas l’élément dont vous souhaitez supprimer le contenu. 

Vous êtes ici sur l’écran de base « Basic ». Vous pouvez également 
sélectionner la fonction « Advanced » qui vous donne un aperçu du 
contenu de chaque élément pour lequel une action d’effacement est 
possible. 

Si vous sélectionnez « On exit », cet écran permet de sauvegarder la 
suppression des éléments que vous effacer au moment où vous quittez 
« Brave » 

Si vous sélectionnez « Security » au départ de l’écran général « Privacy 
and security » vous accédez un écran qui vous permet de définir des 
paramètres de sécurité pour votre système. 

L’écran “Site and Shields Settings” vous permet également de définir 
des paramètres spécifiques liés aux navigations que vous effectuez sur 
le Web. 
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Microsoft Edge 
Sélectionnez l’icône « Settings and more » pour accéder à la page 
reprenant les paramètres du navigateur. 

Sélectionnez “Settings” 

En sélectionnant “Privacy, search and services” vous accédez à un 
écran permettant de définir les paramètres liés à votre système. 

Vous vous déplacez dans la page jusqu’à « Clear browsing data » 

Nous restons, dans le présent document, focalisé sur les cookies et les 
données transférées par les sites que vous consultez, et pour lesquelles 
vous souhaitez prendre action. 

Il vous est bien entendu possible de prendre action sur d’autres 
paramètres de votre navigateur.   

En sélectionnant « Clear browsing data », l’écran vous permet de 
sélectionner ou pas les éléments que vous souhaitez supprimer. La 
période concernée peut également être sélectionnée. 

La fonction « Clear now » vous permet de supprimer les éléments de 
votre sélection sur votre système. 
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Safari : only for Apple  check with your 
safari browser. 
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Opera 
Sélectionné l’icône “Easy Setup” 

Choisissez, dans le menu déroulant (fin de page) : « Privacy & 
Security » 

Choisissez l’encadré “Enable in Settings” 

Sélectionnez “Privacy & security 

Cet écran vous permet de gérer un ensemble de paramètres liés à votre 
système. 

Nous restons, dans le présent document, focalisé sur les cookies et les 
données transférées par les sites que vous consulté, et pour lesquelles 
vous souhaitez prendre action. 

En sélectionnant « Clear browsing data » vous accédez à un nouvel 
écran, qui par défaut est « Basic » : 

Cet écran vous permet de sélectionner ou pas ce que vous souhaitez 
supprimer. 

Vous pouvez également sélectionner la période pour laquelle vous 
souhaitez prendre action. 

Vous pouvez aussi choisir la fonction « Advanced » qui vous permet 
d’accéder à un écran qui vous donne plus d’option. Vous pouvez 
également définir la période pour laquelle vous souhaitez prendre 
action. 

Cet écran vous permet de sélectionner en détail ce que vous souhaitez 
supprimer sur votre système. 

Si vous sélectionnez, dans l’écran général, « Third party cookies », vous 
accédez à un écran permettant de configurer ces paramètres sur votre 
système. 
 

 

  



9 
 

Vivaldi 
Utilisez l’icône “Settings” situé dans le coin inférieur gauche de votre 
écran. 

Dans l’écran « Vivaldi Settings : General » 

Sélectionnez “ Privacy and Security ” 

Cet écran permet de gérer les paramètres de sécurité pour votre 
système. 

Au sujet des cookies, en fin de page, vous  pouvez consulter les cookies 
sauvegardés ou supprimer les cookies enregistrés dans votre système. 
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AVG SECURE BROWSER 
Dans la partie supérieure de votre écran, vous sélectionnez l’icône de 3 
points verticaux. 

Cela vous donne accès à la fonctionnalité « Personnalisez et contrôlez 
AVG Secure Browser ». 

Dans le bas de la fenêtre, vous sélectionnez « Paramètres ». 

A gauche de votre écran, vous sélectionnez « Confidentialité et 
sécurité ». 

Deux options sont possibles : 

1) Privacy Cleaner : supprimez vos données de navigation » 
Si vous sélectionnez cette fonction, vous êtes en mesure de 
supprimer les données enregistrées sur votre matériel. 

2) Paramètres des sites. 
Sélectionnez « Afficher les autorisations et les données 
enregistrées pour les différents sites » 
Vous avez alors accès à la fonction : « Supprimer toutes les 
données ». 
 

Vous pouvez également sélectionner la « poubelle » en face des 
cookies si vous souhaites supprimer uniquement certains cookies. 
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TOR BROWSER 
Dans la partie supérieure de votre écran, vous sélectionnez l’icône (à 
droite) pour ouvrir le menu de l’application. 
 
Dans le bas de la fenêtre, vous sélectionnez « Paramètres ». 
 
Dans le menu général, vous sélectionnez, à droite, le lien « Vie Privée et 
Sécurité ». 
 
Dans le menu « Vie Privée », vous avez le choix entre : 

- Effacer les données 
- Gérer les données 
- Gérer les exceptions. 

 


